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Introduction and Main Objectives

A Description of best practices and technologies for the
protection of urban areas.

A Bringing innovative solutions (Eihdised) originated
from EU research projects in the security domain.

A Provide a technology roadmap for the protection of
soft targets in EU cities
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The Academia Approach
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The Academia Approach
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The Academia Approach - Taxonomy
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Technology Roadmap - What is it?

O¢c O« 0O« 0O« O«

O«

A strategic plan that defines a goal or set of goals.

It consists of major steps or milestones to achieve specific outcomes.
Is a document or visualization that can be used to accomplish-agtrgoal.
It looks at the future, meaning it looks at the shorhid- and longterms.

It provides a mechanism to help forecast technology developments.

It provides steps to plan and coordinate technology developments.
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Application of a Tech. Roadmap In
PROTECT

0 Itis focused on how to identify relevant solutions, currently and looking at development
in the near future.

0 We created 4 generic vulnerability categories to search and identify relevant technologi
solutions.

O Identify best practices and preferred solutions. It helps in scoping and focusing on what
important for the specific vulnerabilities and end users.

0 Identify solutions from academia. We used the results of this SLR to identify the relevar

technological solutions for the four vulnerability categories.

|dentify solutions from the market. We used a the Request for Information to get relevat
technological solutions.

O«

O«

|dentify and analyze developments in the current and midterm.
We have analysed all results and visualized what kind of technologies are relevant frormr
preferred solutions, academia and the market.

O«
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Municipality: analysis & approaches

In the following slidesall the cities related to the listed vulnerabilities have been

anonymized to avoid leak of critical information.
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Municipality: vulnerabilities analysis
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Municipality: vulnerabilities analysis
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